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    CYBERSECURITY CONTROLS

  Have strong password & access control policies 

  Use multi-factor authentication for critical systems

  Maintain up-to-date security patches and software 

  Use firewalls & endpoint protection

     GOVERNANCE & OVERSIGHT

  Document IT security & risk management policies

  Assign cybersecurity response at the executive level

  Review & updated policies at least annually

    VENDOR & SUPPLY CHAIN

   Assess cybersecurity posture of key partners

   Include security requirements in vendor contracts

   INCIDENT DETECTION & RESPONSE

  Have a process to identify & classify incidents

  Be able to report qualifying incidents to authorities

  Have designated security & compliance staff

BILL C-8
CHECKLIST

Bill C-8 requires businesses connected to Canada’s critical
sectors to meet baseline cybersecurity standards, report
incidents quickly, and show governance accountability. 

Use this checklist to see if you are on track.

A Quick-Start to Meeting 
Canada’s New Cybersecurity Law

MSP Corp offers 24/7 monitoring, automated
threat response, and compliance reporting to help

you meet and maintain Bill C-8 requirements.

Book your Bill C-8 Compliance 
Assessment Today! 

Visit www.mspcorp.ca/bill-c-8/
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